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As we head into the month of May, the Brookings Technology Department continues to support 
the staff and students in the Brookings School District.  It’s hard to believe that we are going 
into the last month of the school year.  The older I get, the faster each of these years go.  This is 
a busy time for our department as we are getting to the close of the current year and prepping 
for the summer and the next school year.  We continue to use our ticket site to fix issues that 
our staff and students have.  As of today, we have closed 1545 tickets during the 2022-23 
school year.  With the increased use of technology and the increase in amount of devices we 
have, this has been one of the busiest years for our department.  Below are a few of the current 
and future projects we are working on. 
 

 
1. Summer Purchases – Last month we finalized our summer purchases for this upcoming 

school year.  Each year, we do a needs assessment of each school and decide what we 
need to replace, upgrade, or keep from the last school year.  This summer we will be 
purchasing new laptops for all 3rd grade students, as well as upgrading much of our 
network infrastructure.  We will also be getting a few more promethean boards for BHS.  
We have sent quotes to various vendors and are receiving them back now.  We always 
put bids out to more than one vendor to get the best price and quality we can.   

2. Annual Cyber Security Audit – Each year, we work with BIT and the K12 Data Center to 
do a cyber security audit.  This is a process that scans our network for security 
vulnerabilities and helps us to make sure our network is as secure as it can be.  In a 
world filled with ransomware attacks, phishing scams, and all sorts of other issues it is a 
great thing that we do.  This is a way we are being proactive in this process.  We always 
look at this process with the idea of making our network better and more secure.  We 
are so thankful for the great people at BIT and the K12 data center for helping us with 
this process.  We did this security audit last week and are getting the results back and 
looking at some steps to take to make us more secure.  

 

 


